
 

 

Program TYBSC IT Semester VI 

Course: USIT601-Software Quality Assurance 
 

1 Quality is Degree of  _______. 

A. Optimization   

B. Excellence   

C. Effectiveness   

D. Performance   

 

2 Component testing is also called as ______. 

A. System Testing  

B. Manual Testing 

C. Integration Testing  

D. Unit Testing 

 

3 Which of the following represents highest priority in requirements? 

A. P0 

B. P3 

C. P1 

D. Pn 

 

4 __________  is used to display valid and invalid value range. 

A. Decision Table 

B. Boundary Value Analysis 

C. D-D path 

D. Cause-Effect Graph 

 

5 Which of the following is not a type of testing? 

A. Unit Testing 

B. Functional Testing 

C. Non-functional Testing  

D. Structural Testing 

 

 

 

 

 

 

 

 

 

 



 

 

 

Program TYBSC IT Semester VI 

Course: USIT602-SECURITY IN COMPUTING 

 
1 You can never be ___________ percent secure about security. 

A. 10 

B. b.20 

C. c.30 

D. d.100 

 

2 What is Authentication? 

A. Encryption 

B. Proof of identity 

C. Access 

D. d.Modification 

 

3 There are ________layers in OSI reference model. 

A. 5 

B. 6 

C. 7 

D. 4 

 

4 IDS stands for. 

A. Information detection system 

B. Intrusion detection system 

C. c.Internet defense system 

D. Image detection system 

 

5 What does IP means 

A. Instant protocol 

B. Internet protocol 

C. Intermidiate protocol 

D. Intelligent protocol 

 

 

 

 

 

 

 



 

 

Program TYBSC IT Semester VI 

Course: USIT603- BUSINESS INTELLIGENCE 

 
1. Number of phases in Decision making process is: 

A. 2 

B. 5 

C. 7 

D. 8 

2. Which model observes the status of a system only at the beginning or at the end of discrete 

intervals 

A. Static-time dynamic models 

B. Symbolic-time dynamic models 

C. Iconic-time dynamic models 

D. Discrete-time dynamic models 

 

3. Which of the following is NOT a part of Probabilistic structure of learning process for 

Classification 

A. Generator 

B. Supervisor 

C. Facilitator 

D. Classification Algorithm 

 

4. Which of the fallowing is False for Supply Chain 

A. It is network of connected and inter dependent organizational units 

B. Strong Coordination is required 

C. Suppliers are given priority 

D. It improves flow of materials if it is effective 

 

5. Who is NOT involved in organizational transformation 

A. People 

B. Process 

C. Technology 

D. Market shares 

 

 

 

 

 

 

 

 



 

 

Program TYBSC IT Semester VI 

Course: USIT604- PRINCIPLES OF GEOGRAPHIC INFORMATION SYSTEMS 

 
 

1. which system is designed to capture,store,manipulate,analyse,manage and present spatial or 

geographic data 

A. Satellite 

B. WEB 

C. Database 

D. GIS 

 

2. Which Protocol allows digital communication of text,audio & video 

A. GIS 

B. HSDPA 

C. UMTS 

D. SDI 

 

 

3. The two main reference surfaces to approximate the shape of the Earth are 

________________________. 

A. Gid, Eid 

B. Geoid, Ellipse 

C. Gid, Ellipse 

D. Geoid, Ellipsoid 

 

4. Which of these is not type of spatial analysis?  

A. Spatial data Analysis 

B. Spatial autocorrelation 

C. Spatial stratified heterogeneity 

D. Geospatial 

 

 

5. What would be best representative option for a question like  "Where is Mumbai university" 

A. A verbal answer 

B. A reference 

C. A map 

D. A Guess 
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Course: USIT607 - CYBER LAWS 

 

1. Which of the following is not a type of cyber crime? 

A. Data theft 

B. b.Forgery 

C. c.Damage to data and systems 

D. d.Installing antivirus for protection 

 

 

2. Cyber-crime can be categorized into ________ types. 

A. 4 

B.  3 

C.  2 

D.  6 

 

3. Which of the following is not a type of peer-to-peer cyber-crime? 

A. Phishing 

B. Injecting Trojans to a target victim 

C. MiTM 

D. Credit card details leak in deep web 

 

4.  Which of the following is not an example of a computer as weapon cyber-crime? 

A. Credit card fraudulent 

B. Spying someone using keylogger 

C. IPR Violation 

D. Pornography 

 

5. Which of the following is not done by cyber criminals? 

A. Unauthorized account access 

B. Mass attack using Trojans as botnets 

C. Email spoofing and spamming 

D. Report vulnerability in any system 

 

 


